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It is the policy of the United States to enhance the security and resilience of the Nation's critical infrastructure and to maintain a cyber environment that encourages efficiency, innovation, and economic prosperity while promoting safety, security, business confidentiality, privacy, and civil liberties. **We can achieve these goals through a partnership with the owners and operators of critical infrastructure to improve cybersecurity information sharing and collaboratively develop and implement risk-based standards.**
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We cannot hope to keep up if we adopt a prescriptive regulatory approach. We must harness the dynamism and innovation of competitive markets to fulfill our policy and develop solutions. We are therefore challenging private sector stakeholders to create a “new regulatory paradigm” of business-driven cybersecurity risk management.
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BROADCASTING
There are more than 14,000 radio and 1,700 television broadcasting facilities in the United States, sending broadcasts through the air to a frequency network of transmitters.

CABLE
The cable industry is composed of approximately 7,791 cable systems that offer analog and digital video programming services, digital telephone service, and high-speed Internet access service.

WIRELESS
Wireless technology consists of cellular phone, paging, personal communications services, high-frequency radio, unlicensed wireless and other commercial and private radio services.

WIRELINE
Over 1,000 companies offer wireline, facilities-based communications services in the United States. Wireline companies serve as the backbone of the Internet.

SATELLITE
Satellite communications systems deliver advanced data, voice, and video communications, transmitting data from one point on the Earth to another.
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V. Appendix

<table>
<thead>
<tr>
<th>Function</th>
<th>Category</th>
<th>Subcategory</th>
<th>Information References</th>
</tr>
</thead>
<tbody>
<tr>
<td>Asset Management (IAM)</td>
<td>IAM: The data, personnel, devices, systems, and facilities that enable the organization to achieve business purposes are identified and managed consistent with their relative importance to business objectives and the organization’s risk strategy.</td>
<td>Operational Requirement(s):</td>
<td>Appropriate and adequate Operations staff may be assigned to locate, track, count, and document all critical infrastructure network hardware, computing systems, physical machines, virtual machines, virtual and physical network circuits, staff devices, mobile devices, servers, transceivers, antennas, systems, transportation systems and other systems or devices that has computing, storage and network connectivity functions. Additional levels of staff trust and training may be established for this requirement.</td>
</tr>
</tbody>
</table>

| Figure 2-3 illustrates the various network components that comprise the "core network": | Broadband: There are more than 1,000 radio and 1,700 television broadcasting facilities in the United States, sending broadcasts through the air to a frequency network of transmitters. |

<table>
<thead>
<tr>
<th>CABLE</th>
<th>WIRELESS</th>
<th>WIRELINE</th>
<th>SATELLITE</th>
</tr>
</thead>
<tbody>
<tr>
<td>The cable industry is composed of approximately 7,700 cable systems that offer analog and digital video programming services, digital telephone service, and high-speed Internet access service.</td>
<td>Wireless technology consists of cellular phone, paging, personal communications services, high-frequency radio, unlicensed wireless and other commercial and private radio services.</td>
<td>Over 1,500 companies offer wireless, facilities-based communications services in the United States. Wireless companies serve as the backbone of the Internet.</td>
<td>Satellite communications systems deliver advanced data, voice, and video communications, transmitting data from one point on the Earth to another.</td>
</tr>
</tbody>
</table>
Project Structure and Analytics (Continued)

Requester Measurement Input Form: Problem to be Solved – With Defined Need for Metric Solution Identified

Standards Body or Industry Group

- Assign to Appropriate Industry Advisory Group (e.g., CSERI, Working Group, M3AAG, Etc.)

Measurement of Success Managed Process


Cyber Governance Group

- Standing Review Group
- Coordinating Council (CSCC), Cyber Committee, Major ISPs

Communications Sector - Ecosystem Dependencies

<table>
<thead>
<tr>
<th>Resource Type</th>
<th>Source</th>
<th>Title</th>
<th>Link</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Best Practices</td>
<td>Microsoft</td>
<td>Tips for creating strong passwords</td>
<td>[<a href="http://windows.microsoft.com/en-us/windows">http://windows.microsoft.com/en-us/windows</a> vista/tips-for-creating-a-strong-password](<a href="http://windows.microsoft.com/en-us/windows">http://windows.microsoft.com/en-us/windows</a> vista/tips-for-creating-a-strong-password)</td>
<td>Provides tips for creating and maintaining strong passwords. This report assists small business management to understand how to provide basic security for their information system, networks, and websites.</td>
</tr>
<tr>
<td>Best Practices</td>
<td>NIST</td>
<td>Small Business Information Security: The Fundamentals</td>
<td><a href="http://csrc.nist.gov/publications/nistpubs/800-120/nist-800-120.pdf">http://csrc.nist.gov/publications/nistpubs/800-120/nist-800-120.pdf</a></td>
<td>The guide outlines red flags to look for and ways to prevent identity or property theft: how to manage vendors and contractors who may have access to company’s data, what to know about anti-virus software, firewalls and network infrastructure: how to protect physical assets, such as a computer in a remote location or a misplaced employee device; how to respond to a cyber-attack and preserve forensic information after the fact; and how to report incidents.</td>
</tr>
<tr>
<td>Network Protection Tool</td>
<td>Open Source</td>
<td>Network Mapper (Nmap)</td>
<td><a href="http://nmap.org/">http://nmap.org/</a></td>
<td>Nmap (“Network Mapper”) is a free and open-source (Borland) utility for network discovery and security auditing. Many systems and network administrators also find it useful for tasks such as network inventory, managing service upgrade schedules, and monitoring host or service uptime. Nmap uses raw IP packets in novel ways to determine what hosts are available on the network, what services (application name and versions) those hosts are offering, what operating systems (and) versions those hosts are running, etc.</td>
</tr>
</tbody>
</table>
Three Macro-Level Assurances

As evidence of the Communication’s Sector’s commitment to enhance cybersecurity risk management capabilities across the sector and the broader ecosystem, and to promote the use of the NIST CSF, WG4 recommended the following three new voluntary mechanisms to provide the appropriate macro-level assurances.

I. FCC initiated confidential company-specific meetings, or similar communication formats to convey their risk management practices. The meetings would be covered by protections afforded under the Protected Critical Infrastructure Information (PCII) administered by the Department of Homeland Security (DHS) or a “legally sustainable equivalent”;

II. A new component of the Communications Sector Annual Report that focuses on segment-specific cybersecurity risk management, highlighting efforts to manage cybersecurity risks to the core critical infrastructure; and

III. Active and dedicated participation in DHS’ Critical Infrastructure Cyber Community C³ Voluntary Program, to help industry increase cybersecurity risk management awareness and use of the Framework.
Next Steps

• Execute voluntary mechanisms designed to give the FCC and the public assurance that communications providers are taking the necessary steps to manage cybersecurity risk.

• Participate in framework outreach and education efforts through DHS C-Cubed Program and trade association initiatives.

• CSCC organizing sector Framework Implementation Initiative to provide practical guidance and tools on use of the Framework or alternative risk management construct and to share best practices and lessons learned.

• Continue dialogue with federal and state government partners and regulators to promote risk management initiatives that foster collaboration and avoid duplication of efforts.